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Saviynt for Okta

An integrated approach to Identity
Governance Cloud Security

As organizations accelerate cloud adoption, providing seamless single sign-on
(SS0O) and on-demand assignment of access to cloud applications is a key IT
initiative. In addition, integrating critical business applications and infrastructure
into the cloud only makes security and regulatory requirements more complex for
the cloud and on-premise.

ldentity-as-a-Service (IDaaS) providers Okta and Saviynt work together to jointly
provide an end-to-end Identity Access Management and Governance solution
that includes Web SSO, internet directory, user-pr ovisioning and multi-factor
authentication in the cloud and on-premise. Saviynt's Application Governance
provides critical SoD access controls for SAP, Oracle EBS, Epic, Cerner and
Workday; and together with Okta enables digital business transformation.

Saviynt compliments and integrates enterprise IGA and more with Okta
Multi-Dimensional Risk Insights:

Gather insights on user behavior and access risk to support intelligent workflows. Saviynt’s risk engine as a contextual access provider for
Okta’s Adaptive Multi-Factor Authentication.
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Access Analytics and Controls for Okta:
Continuous compliance controls and access monitoring for your Okta environment
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Intelligent Risk-Based Access Request and Access Review:
Reduce risk, and rubber-stamping of access reviews with built-in machine learning
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Extend Okta Advanced Server Access with Saviynt PAM:
Advanced analytics and session control for privileged users
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Segregation of Duties Controls:
Ensure prevention and provide mitigation/remediation for business-critical applications

Top 5 SOD Risks in Workbench

GL: Enter Journal Entry conflicts GL: Mass Allocate Journal Entries
with AM: Assets Workbench conflicts with GL: Enter Journal
Entry
PTP: Create Invoices conflicts ¥ ’ GL: Enter Journal Entry conflicts
with PTP: Create Payments with GL: Mass Allocate Journal
Entries

GL: Enter Journal Entry conflicts
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Saviynt + Okta at a glance
Intelligent Identity & Access Management for Cloud & Enterprise

IDENTITY GOVERNANCE & ADMINISTRATION & ~———=o  SINGLE SIGN-ON
VENDOR ACCESS MANAGEMENT & ADAPTIVE MULTI-FACTOR AUTHENTICATION
APPLICATION GRC ACCESS CONTROL o  ADVANCED SERVER ACCESS
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ABOUT SAVIYNT

Saviynt empowers enterprises to secure their digital transformation, safeguard critical assets, and meet regulatory compliance. With
a vision to provide a secure and compliant future for all enterprises, Saviynt’s cutting-edge solutions have been recognized as industry
leaders. For more information, please visit www.saviynt.com.
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