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Learning Methods 
 

A variety of learning methods offer flexibility as you grow your Saviynt skills. 
 

Instructor-led Learn directly from the experienced Saviynt 
Certified instructors. Delivered virtually and in 
person, these highly interactive courses can 
accelerate your Saviynt skills through discussions 
and access to hands-on environments. 

On-demand View digital learning subscription solutions, 
accessible 24/7 for individuals and IT teams. These 
self-paced training programs mirror our classroom 
instruction in content and quality. Accessible via 
the Saviynt Learning Portal, learners can benefit 
from recorded training modules, course materials, 
and practice labs. 

Dedicated Class Private training at your location suits your time and 
delivery needs. Saviynt instructor focuses on your 
specific training needs and business goals. When 
training multiple team members, the cost per 
student is lower than that of a public class. We will 
help you define your requirements relative to your 
goals and set up private custom courses to meet 
your specific learning objectives. 

Certification Exam Saviynt Certifications validate the critical skills 
required to integrate and manage Saviynt 
Solutions that drive our customers' desired 
business outcomes. Certifications are organized 
into multiple product areas with levels for those 
new to the industry and experts in the field. 
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“Very knowledgeable training session, 
and doubts were cleared thoroughly.” 
 
- Saviynt IGA L100 Learner 
 
“The training materials provided were 
amazing; they are simple, easy to 
follow, and practical tools for us to use 
in our work lives.” 
 
- Saviynt IGA L200 Learner 
 
“A good introduction to the basics of 
Saviynt. The labs were good. I need to 
take the L200 course :-) Tinu did a 
great job!” 
 
- Saviynt IGA L200 Learner 
 
“This training was very helpful in 
giving us an insight into PAM and 
providing us with the configuration 
basics. I'm looking forward to L200 for 
PAM to continue the journey towards 
learning PAM.” 
 
- Saviynt PAM L100 Learner 

 
 

 
 
 

The Value of Hands-On Training 
 
The only set of training programs and offerings built by the experts at Saviynt. 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

  

Put theory into practice with a 
realistic product experience, using a 
dedicated sandbox environment. 
Hands-on learning encourages 
critical thinking and teaches a 
troubleshooting approach using 
accessible resources. 

The hands-on instruction approach 
retains learning longer. Lab 
infrastructure is provided for seven 
days during instructor-led training 
and 14 days during self-paced 
training. 

A structured learning experience 
combines theory and hands-on lab 
exercises, wherein the learners 
follow step-by-step lab instructions 
to obtain the desired learning 
objectives. 

The social experience encourages 
learners to engage with the trainer 
and other attendees, thereby 
creating a fun social atmosphere in 
the training. 

https://youtu.be/ehRTEikBnK4?feature=shared
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Validate Your Skills 
 
Test what you know through examination. 
 
The Saviynt Certification Program contains a series of exams that allow you to:  
• Demonstrate your proficiency across Saviynt products and versions. 
• Gain a competitive advantage by developing skill sets that are in demand 

worldwide. 
• Promote your brand in the global Saviynt community and marketplace. 

 
It is the mission of the Saviynt Professional Certification Program to: 

• Promote your brand in the global Saviynt community and marketplace. 
• Develop a worldwide community of highly skilled certified professionals who 

recommend, sell, service, support, and use Saviynt products and solutions. 
 

Start Your Saviynt Certification Journey 
 
Saviynt Certification Program- How to Certify? 
 
  

1 

2 

3 

4 Book and 
Pass the exam 

Practice 
for exam 

Enrol for 
Training 

+ 

Complete the 
mandatory course 
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Various Certification Exams 
 

Earn trusted certifications that validate your Saviynt identity security expertise. 
 

  

Saviynt Certified Expert (SCE) 
 
Equips you to proficiently guide other SMEs and deploy high 
complexity use cases during implementations. 

Saviynt Certified Advanced Professional 
(SCAP) 
 
Prepares you to actively lead and deploy medium- to high-
complexity use cases during implementations. 

Saviynt Certified Professional (SCP) 
 
Enables you to effectively shadow and deploy basic use cases 
during implementations. 

Saviynt Identity Security for AI Age (ISAA) 
 
Empowers you to precisely describe the basic concepts, 
terms, and building blocks of the various Saviynt products. 
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Saviynt Certified Identity Security for AI 
Age (ISAA) 
 

The Saviynt Identity Security for AI Age (ISAA) certification 
validates an individual's foundational knowledge of various 
Saviynt Products within the Saviynt Identity Cloud Solution. It is 
intended for university graduates and entry-level IT 
professionals interested in working with cybersecurity 
technologies. The ISAA exam is relatively easier than other 
professional-level exams and requires minimal effort. The exam 
covers questions from the video courses in the ISAA - Exam 
Prep Series learning path hosted on Saviynt University’s 
learning portal. You can leverage the learning videos and 
resources to prepare well for the exam. 

 
ISAA Certification Validates the Candidate’s Ability to: 
 
• Define the standard terms and concepts used in the Cybersecurity domain. 
• Explain the fundamentals of Identity Security and Saviynt’s role in this space. 
• Explain the value of Saviynt Identity Cloud offerings. 
• Showcase a basic understanding of Saviynt’s IGA platform. 
• Showcase a basic understanding of Saviynt’s PAM platform. 
• Showcase a basic understanding of Saviynt’s AAG platform. 
• Showcase a basic understanding of Saviynt’s TPAG platform. 
• Describe the common use cases and business problems that Saviynt Identity Cloud 

can solve. 
 
Minimally Qualified Candidate  
 

The Saviynt ISAA certification is a new credential offering for both new and experienced 
technical students. 
 

The certification is ideal for anyone new to the identity security or cybersecurity industry, 
including new graduates, career changers, or industry professionals seeking 
advancement. It is built for those keen to grow their careers with Saviynt. 
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Mandatory Training Prerequisite 
 
It is mandatory to complete the Saviynt ISAA self-paced training before scheduling the 
exam. 
 
Exam Duration and Passing Score 
 

The Saviynt ISAA examination contains 40 multiple-choice questions based on the 
video courses in the ISAA Exam Prep Series learning path. With a duration of 45 
minutes, this is a pass-or-fail exam. Your results will be reported as a score from 0 to 
100, with a minimum passing score of 60%. Your score report contains a detailed table 
categorizing your performance across each section. 
 
Steps to Get ISAA Certified 
 
Saviynt Certified Identity Security for AI Age (ISAA)- How to Certify?  

 

Certification Paths – Capability Chart 
 
What does each Certification enable you to do? 
 

  

STEP: 1 
Complete ISAA 
learning path 

STEP: 2 

Practice for the ISAA exam 

STEP: 3 

Pass the ISAA exam 

Actively lead during implementations and deploy medium 
to high complexity use cases.  

SCAP 
Saviynt Certified Advanced Professional 

Effectively shadow during implementations and deploy 
basic use cases. 

SCP 
Saviynt Certified Professional 

SCE 
Saviynt Certified Expert 

Proficiently guide other SMEs during implementations and 
deploy high complexity use cases. 

 
ISAA 
Saviynt Certified Identity Security for AI Age 

Precisely describe the basic concepts, terms, and building 
blocks of the various Saviynt products. 
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Saviynt Certified IGA Professional (SCIP)  
 
The Saviynt Certified IGA Professional (SCIP) examination is 
intended for individuals with the knowledge, skills, and abilities 
to demonstrate a foundational understanding of the Saviynt 
Identity Governance and Administration (IGA) platform, 
including available product features and common use cases. 
 

The certification enables candidate to showcase their expertise 
in fundamental Saviynt IGA capabilities, including building an 
identity warehouse, connected vs. disconnected application 
onboarding, access request use cases, access rules, segregation 
of duties, attestation, analytics, and the overall value proposition 
of a Saviynt IGA solution. 

 
SCIP Certification Validates the Candidate’s Ability to: 
 
• Explain the value of Saviynt IGA offerings. 
• Describe and explain Saviynt IGA deployment models. 
• Review the concepts of building an identity warehouse using Saviynt Identity Cloud. 
• Outline user onboarding and offboarding procedures. 
• Distinguish between connected and disconnected application onboarding. 
• Identify common use cases for Access Request System (ARS). 
• Identify and categorize common use cases for Saviynt Intelligence. 
• Describe and explain Saviynt access Attestation capabilities. 
• Explore Saviynt Analytics and Reporting capabilities. 

 
Minimally Qualified Candidate  
 

The Saviynt Certified IGA Professional (SCIP) certification is suitable for candidates with 
at least 1-3 months of hands-on experience with the Saviynt IGA platform. This includes 
professionals in various Identity and Access Management (IDM) roles, such as 
architects, consultants, engineers, managers, decision-makers, and IDM sales and pre-
sales personnel. The minimally qualified candidate (MQC) demonstrates skills in 
deploying, configuring, and managing fundamental Saviynt IGA solutions. 
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Mandatory Training Prerequisites 
 
It is mandatory to complete the Saviynt IGA Level 100 classroom or self-paced training 
before scheduling the exam. 
 
Exam Duration and Passing Score 
 

The Saviynt Certified IGA Professional (SCIP) examination contains 70 multiple-choice 
questions and lasts 2 hours. Your results will be reported as a score from 50 to 500, with 
a minimum passing score of 350. 
 
Steps to Get SCIP Certified 
 

Saviynt Certified IGA Professional (SCIP)- How to Certify?  
 

 

Certification Paths – Capability Chart 
 
What does each Certification enable you to do? 
 

 
  

STEP: 1 
Complete IGA L100 
learning path 

STEP: 2 

Gain experience & practice 
IGA L100 training labs 

STEP: 3 

Pass the SCIP exam 

 
Effectively shadow the implementation and deploy basic 
use cases. 

SCP 
Saviynt Certified Professional 

Actively lead during implementations and deploy medium 
to high complexity use cases.  

SCAP 
Saviynt Certified Advanced Professional 

SCE 
Saviynt Certified Expert 

Proficiently guide other SMEs during implementations and 
deploy high complexity use cases. 

ISAA 
Saviynt Certified Identity Security for AI Age 

Precisely describe the basic concepts, terms, and building 
blocks of the various Saviynt products. 
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Saviynt Certified PAM Professional 
(SCPP)  

 
 
The Saviynt Certified PAM Professional (SCPP) examination is a 
beginner-level certification for the Saviynt Privileged Access 
Management (PAM) platform. It targets individuals with the 
skills to implement and manage basic to medium complexity 
use cases. A hands-on experience of 1 to 3 months in identity 
security solutions using Saviynt PAM is recommended. This 
certification is available exclusively to affiliated partners and 
customers. 
 
 

SCPP Certification Validates the Candidate’s Ability to: 
 
• Explain the value of Saviynt PAM offerings and features. 
• Explore the architecture of Saviynt along with deployment models. 
• Discover the supported feature matrix of PAM. 
• Understand essential configurations for PAM use cases. 
• Explain the process of Setting up PAM, including Vault connection, Master 

connections, and creating various connections. 
• Describe the different PAM methods to request privileged access. 
• Understand and explain the discovery and bootstrapping process. 
• Understand about the KPIs and controls related to PAM. 
• Explain the concepts of Periodic Password Rotation and Password Reconciliation. 
• Describe the process of managing and monitoring PAM sessions. 

 
Minimally Qualified Candidate  
 

We recommend that candidates have at least 1-3 months of hands-on experience with 
the Saviynt Privilege Access Management platform in any role, including PAM 
consultants, engineers, managers, decision-makers, and those working in PAM sales 
and pre-sales departments. The minimally qualified candidate (MQC) possesses skills 
in deploying, configuring, and managing the Saviynt PAM solution. 
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Mandatory Training Prerequisites 
 
It is mandatory to complete the Saviynt PAM Level 100 classroom or self-paced 
training before scheduling the exam. 
 
Exam Duration and Passing Score 
 

The Saviynt Certified PAM Professional (SCPP) examination has 50 multiple-choice 
questions and lasts 90 minutes. 
 
Steps to Get SCPP Certified 
 

Saviynt Certified PAM Professional (SCPP)- How to Certify?  
 

 

Certification Paths – Capability Chart 
 
What does each Certification enable you to do? 
 

 
  

STEP: 1 
Complete PAM L100 
learning path 

STEP: 2 

Gain experience & practice 
PAM L100 training labs 

STEP: 3 

Pass the SCPP exam 

 
Effectively shadow the implementation and deploy basic 
use cases. 

SCP 
Saviynt Certified Professional 

Actively lead during implementations and deploy medium 
to high complexity use cases.  

SCAP 
Saviynt Certified Advanced Professional 

SCE 
Saviynt Certified Expert 

Proficiently guide other SMEs during implementations and 
deploy high complexity use cases. 

ISAA 
Saviynt Certified Identity Security for AI Age 

Precisely describe the basic concepts, terms, and building 
blocks of the various Saviynt products. 
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Saviynt Certified External Identity 
Management (SCEP)  

 
 
The Saviynt Certified EIM Professional (SCEP) examination is an 
entry-level certification focused on Saviynt External Identity 
Management. It is designed for individuals who have the skills to 
implement and manage use cases of basic to medium 
complexity. A hands-on experience of 1 to 3 months with 
identity security solutions using Saviynt EIM is recommended 
for candidates. This certification is exclusively available to 
affiliated Saviynt partners and customers. 
 
 

SCEP Certification Validates the Candidate’s Ability to: 
 
• Explain the value of Saviynt EIM offerings. 
• Understand the External Identity Management concepts and the solution's various 

features. 
• Learn about Organizations, their importance, and how to onboard and manage 

organizations within Saviynt EIC. 
• Learn ways to onboard organizations, such as through the user interface bulk 

upload or API. 
• Understand and explain Identity proofing. 
• Learn about Delegated Administration, where organization owners and admins 

manage specific roles and responsibilities. 
• Understand how to review organizations via the Organization Owner Campaign, 

including reviewing users, child organizations, and the certification process. 
 

Minimally Qualified Candidate  
 

The Saviynt Certified EIM Professional (SCEP) certification validates an individual's 
knowledge and skills to implement and deploy basic use cases involving Saviynt Identity 
Solutions. We recommend that candidates have at least 1-3 months of hands-on 
experience with the Saviynt IGA and EIM platforms in any role, including IDM architects, 
consultants, engineers, managers, decision-makers, and those working in IDM sales and 
pre-sales departments. The minimally qualified candidate (MQC) possesses skills in 
deploying, configuring, and managing Saviynt EIM and IGA solutions.  
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Mandatory Training Prerequisites 
 
Completing the Saviynt EIM Level 100 classroom or self-paced training is mandatory 
before scheduling the exam. 
 
Exam Duration and Passing Score 
 

The Saviynt Certified EIM Professional (SCEP) examination contains 35 multiple-choice 
questions and lasts 60 mins. 
 
Steps to Get SCEP Certified 
 

Saviynt Certified EIM Professional (SCEP)- How to Certify?  
 

 

Certification Paths – Capability Chart 
 
What does each Certification enable you to do? 
 

 
  

STEP: 1 
Complete EIM L100 
learning path 

STEP: 2 

Gain experience & practice 
EIM L100 training labs 

STEP: 3 

Pass the SCEP exam 

 
Effectively shadow the implementation and deploy basic 
use cases. 

SCP 
Saviynt Certified Professional 

Actively lead during implementations and deploy medium 
to high complexity use cases.  

SCAP 
Saviynt Certified Advanced Professional 

SCE 
Saviynt Certified Expert 

Proficiently guide other SMEs during implementations and 
deploy high complexity use cases. 

ISAA 
Saviynt Certified Identity Security for AI Age 

Precisely describe the basic concepts, terms, and building 
blocks of the various Saviynt products. 
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Saviynt Certified Advanced IGA 
Professional (SCAIP)  

 
 
The Saviynt Certified Advanced IGA Professional (SCAIP) 
examination is the advanced series exam that validates an 
individual's ability to implement and deploy medium-high 
complexity use cases with Saviynt Identity Governance and 
Administration (IGA).  
The certification empowers individuals to showcase their 
expertise in Saviynt Identity solutions, including best practices, 
troubleshooting, implementation, and product features related 
to the platform. Job roles associated with this certification 
include Saviynt IGA consultants, engineers, developers, and 

administrators. 
 
SCIP Certification Validates the Candidate’s Ability to: 
 
• Explain the value proposition of Saviynt IGA offerings. 
• Explore and manage Saviynt Identity Cloud’s administrative configurations.  
• Implement and optimize the Advanced Access Request System, Certifications, and 

Campaigns. 
• Integrate and troubleshoot Active Directory, Database, and REST connectors. 
• Explain and use connectivity to Identity Cloud using Saviynt REST APIs. 
• Analyze and automate Provisioning using Policies and Rules.  
• Discuss common use cases for Group Management and Service Account 

Management. 
• Explore Saviynt integrations with ServiceNow and Saviynt Intelligence capabilities. 
• Monitor and manage the Job Management features and capabilities.  

 
Minimally Qualified Candidate  
 

The Saviynt Certified Advanced IGA Professional (SCAIP) certification is suitable for 
candidates with at least 3-6 months of hands-on experience with the Saviynt IGA 
platform in any role, including IDM architects, consultants, engineers, managers, 
decision-makers, and those working in IDM sales and pre-sales departments. The 
minimally qualified candidate (MQC) demonstrates skills in deploying, configuring, and 
managing advanced Saviynt IGA solutions. 
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Mandatory Training Prerequisites 
 
It is mandatory to complete the Saviynt IGA Level 100 classroom or self-paced 
training before scheduling the exam. 
 
Exam Duration and Passing Score 
 
The Saviynt Certified IGA Professional (SCIP) examination contains 70 multiple-choice 
questions and lasts 2 hours. Your results are reported as a score from 50 to 500, with a 
minimum passing score of 350. 
 
Steps to Get SCAIP Certified 
 
Saviynt Certified Advanced IGA Professional (SCAIP)- How to Certify?  

 

Certification Paths – Capability Chart 
 
What does each Certification enable you to do? 
 

  

 

Effectively shadow the implementation and deploy basic 
use cases. 

SCP 
Saviynt Certified Professional 

Actively lead during implementations and deploy medium 
to high complexity use cases.  

SCAP 
Saviynt Certified Advanced Professional 

SCE 
Saviynt Certified Expert 

Proficiently guide other SMEs during implementations and 
deploy high complexity use cases. 

ISAA 
Saviynt Certified Identity Security for AI Age 

Precisely describe the basic concepts, terms, and building 
blocks of the various Saviynt products. 

STEP: 1 
Complete IGA L200 
learning path 

STEP: 2 

Gain experience and practice 
IGA L200 training labs 

STEP: 3 

Pass the SCAIP exam 
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Content Arranged for Different Role 
Types 
 

 
 
We use the Collections feature on our learning portal to present a bouquet of relevant 
learning paths to our learners based on their job role type. 
 

These are the Various Collections for Our Partners and Users: 
 
• Technical Specialist Collection 
• Partner Seller Collection 
• Executive and Identity Program Manager Collection 
• End User Collection for Partners  

  

Identity 
Developers 

Implementation 
Specialists 

IAM Business 
Analyst 

Identity Security 
Design Engineers 

Practice Leads 

Architects 

Administrators/Operators 

Executives 

Identity Project & 
Program Managers 

Saviynt Resellers 

Marketing Staff 

Beginners 

End Users of the 
Saviynt Identity 
Cloud 

Technical Roles 
Executive & Program 

Manager Partner Seller End User 

Job Roles 
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Technical Specialist Collection 
 

Suitable for: Content Duration 

• Identity Developers 
• Implementation Specialists 
• IAM Business Analyst 
• Identity Security Design Engineers 
• Practice Leads 
• Architects 
• Administrators/Operators 

 

• 266.5 Hours 

 
Learning paths are listed in the recommended order: 
 
S.No Learning Path Name Modality Duration 

1.  Getting Started with Saviynt Identity Cloud Training Self-Paced 10 Hours 

2.  Industry Solutions on Saviynt Identity Cloud Training Self-Paced 1 Hour 

3.  Saviynt IGA Fundamentals Training Self-Paced 3 Hours 

4.  Introduction to Converged Identity Training Self-Paced 1 Hour 

5.  Partner with Saviynt for Predictable Outcomes Tutorials Self-Paced 2 Hours 

6.  Saviynt PAM Fundamentals Training Self-Paced 2 Hours 

7.  Getting Started with Saviynt PAM - Quick Start Tutorials Self-Paced/Demos 2 Hours 

8.  Saviynt Application Access Governance (AAG) Fundamentals Training Self-Paced 2 Hours 

9.  Getting Started with Saviynt AAG - Quick Start Tutorials Self-Paced/Demos 2 Hours 

10.  Saviynt External Identity Management (EIM) Fundamentals Training Self-Paced 4 Hours 

11.  Getting Started with Saviynt EIM - Quick Start Tutorials Self-Paced/Demos 1 Hour 

12.  Saviynt Intelligence Essentials Training Self-Paced 
2 Hours 30 

Minutes 

13.  Saviynt IGA Level 100 Instructor-Led Training Instructor-Led 24 Hours 

14.  Saviynt IGA Level 100 Self-Paced Training Self-Paced 24 Hours 

15.  Saviynt IGA Level 200 Instructor-Led Training Instructor-Led 24 Hours 

16.  Saviynt IGA Level 200 Self-paced Training Self-Paced 24 hours 

17.  Saviynt REST Connector Advanced Concepts Training Self-Paced 8 Hours 

18.  Saviynt PAM Level 100 Instructor-Led Training Instructor-Led 24 Hours 

19.  Saviynt PAM Level 100 Self-paced Training Self-Paced 24 hours 

20.  Saviynt PAM Level 200 Instructor-Led Training Instructor-Led 24 hours 

21.  Saviynt PAM Level 200 Self-paced Training Self-Paced 24 hours 

22.  Saviynt IGA for End Users Training Self-Paced 2 Hours 
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23.  Saviynt New Product Release Summary Training Self-Paced 5 hours 

24.  Saviynt IGA for MSPs Training Self-Paced 2 Hours 

25.  Saviynt App for ServiceNow Training Self-Paced 1 Hour 
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Saviynt Seller Collection for Partners  
 
Suitable for: Content Duration 

• Saviynt Resellers 
• Marketing Staff 

 

• 19 Hours 

 
Learning paths are listed in the recommended order: 
 

S.No Learning Path Name Modality Duration 

1.  Introduction to Converged Identity Training Self-Paced 1 Hour 

2.  Getting Started with Saviynt Identity Cloud Training Self-Paced 10 Hours 

3.  Industry Solutions on Saviynt Identity Cloud Training Self-Paced 1 Hour 

4.  Partner with Saviynt for Predictable Outcomes Training Self-Paced 2 Hours 

5.  Saviynt New Product Release Summary Training Self-Paced 5 Hours 

6.  Summative Quiz: "Partner Accelerator: Saviynt Value Impact Assessment" Quiz NA 
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Executive and Identity Program Manager 
Collection  
 
Suitable for: Content Duration 

• Executives 
• Identity Project & Program Managers 

 

• 22 Hours 

 
Learning paths are listed in the recommended order: 
 

S.No Learning Path Name Modality Duration 

1.  Saviynt IGA Fundamentals Training Self-Paced 3 Hours 

2.  Saviynt PAM Fundamentals Training Self-Paced 2 Hours 

3.  Getting Started with Saviynt PAM - Quick Start Tutorials Self-Paced/Demos 2 Hours 

4.  Saviynt Application Access Governance (AAG) Fundamentals Training Self-Paced 2 Hours 

5.  Getting Started with Saviynt AAG - Quick Start Tutorials Self-Paced/Demos 2 Hours 

6.  Saviynt External Identity Management (EIM) Fundamentals Training Self-Paced 4 Hours 

7.  Getting Started with Saviynt EIM - Quick Start Tutorials Self-Paced/Demos 1 Hour 

8.  Industry Solutions on Saviynt Identity Cloud Training Self-Paced 1 Hour 

9.  Saviynt New Product Release Summary Training Self-Paced 5 Hours 

10.  Saviynt Intelligence Essentials Training Self-Paced 2 Hours 30 
Minutes 
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End User Collection for Partners 
 
Suitable for: Content Duration 

• Beginners 
• End users of the Saviynt Identity Cloud 

 

• 19 Hours 

 
Learning paths are listed in the recommended order: 
 

S.No Learning Path Name Modality Duration 

1.  Saviynt IGA Fundamentals Training Self-Paced 3 Hours 

2.  Saviynt PAM Fundamentals Training Self-Paced 2 Hours 

3.  Saviynt Application Access Governance (AAG) Fundamentals 
Training 

Self-Paced 2 Hours 

4.  Saviynt External Identity Management (EIM) Fundamentals Training Self-Paced 4 Hours 

5.  Saviynt IGA for End Users Training Self-Paced 2 Hours 

6.  Industry Solutions on Saviynt Identity Cloud Training Self-Paced 1 Hour 

7.  Saviynt Intelligence Essentials Training Self-Paced 2 Hours 30 
Minutes 

8.  Saviynt New Product Release Summary Training Self-Paced 5 Hours 
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Saviynt Identity Cloud 
 
 
 

 
 
 

Available Identity Cloud Training Courses: 
 
• Getting Started with Saviynt Identity Cloud Training 
• Introduction to Converged Identity Training 
• Industry Solutions on Saviynt Identity Cloud Training 
• Partner with Saviynt for Predictable Outcomes Training 
• Saviynt Partner Seller Collection 
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Getting Started with Saviynt Identity 
Cloud Training 
 
Getting Started with Saviynt Identity Cloud training is exclusively tailored for 
implementation specialists, managers, and cybersecurity leaders within the Saviynt 
partner network. This comprehensive training offers quick-start tutorials on Saviynt 
Identity Cloud core solutions: IGA, PAM, AAG, and EIM. You will learn about the critical 
use cases of these solutions and how to implement them. It includes demonstrations 
of User Import, Application Onboarding, Access Request System, Access Reviews, 
Control Center, PAM Credential Management, Segregation of Duties, External Identity 
and Resource Management, and Saviynt’s Business Value Analysis (BVA) tool. This 
training is built on the latest version of the Saviynt Identity Cloud. 
 

Learning Path Objectives 
 
This learning path helps you achieve the following objectives: 
 

• Understand EIC’s Identity Governance and Administration solution. 
• Set up Single Sign On, Import Users, onboard Applications, and use EIC’s Access Request System. 
• Learn about Joiner, Leaver, and Mover policies and how to set up Birthright provisioning. 
• Understand Access Reviews and the types of Certifications available in EIC. 
• Overview of EIC’s Intelligence Module showcasing Analytics controls and Saviynt Control Center. 
• Understanding the Saviynt PAM solution and setting up configurations to enable privileged access 

management, including key demonstrations of Saviynt PAM’s typical use cases. 
• Learn about Application Access Governance, SODs, and tools offered by EIC to manage SODs. 
• Introduction to External Identity Management and ways to onboard external Organizations. 
• Learn how to onboard non-employee users to external organizations and how to manage them. 

Learning Path Duration Target Audience 

• 10 hours and 30 minutes of learning content 
• 40% lecture and 60% demo 

• IAM Managers & Sr. Managers 
• Identity Practice Leads 
• Saviynt Architects and Consultants 

Delivery Methods Lab Environment 

• Self-paced only • e-Learning content only 

Prerequisites 

• This training has no prerequisites. 
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Introduction to Converged Identity 
Training 
 
Introduction to Converged Identity training is exclusively tailored for sales leaders, 
managers, and pivotal decision-makers within the Saviynt partner network. This 
learning path acquaints you with Saviynt's History and its road to Market Leadership. 
You will learn about the Company's founders and the vision behind a converged 
platform. The training will introduce you to Saviynt’s converged platform, Saviynt 
Identity Cloud, and its components, including the building blocks for IGA, PAM, 
External, and AAG. It also walks you through Saviynt Identity Cloud Architecture and 
various deployment models. You will gain an in-depth understanding of the Saviynt 
Release Cycle, Exchange platform, and key market differentiators. This training is built 
on the latest version of the Saviynt Identity Cloud. 
 

 
Learning Path Objectives 
 
This learning path enables you to meet the following learning objectives: 
 

• Understand Saviynt’s journey and product evolution. 
• Learn about the Saviynt Founders and Leadership. 
• Gain insights on global Analyst reports. 
• Learn about Saviynt Customers and Success stories. 
• Introduction to Saviynt Identity Cloud converged Platform, including IGA, PAM, External, and AAG 

solutions. 
• Walkthrough of Saviynt Identity Cloud Architecture and Deployment models. 

  

Learning Path Duration Target Audience 

• 1 hour and 30 minutes of learning content 
• 60% lecture and 40% demo 

• IAM Managers & Sr. Managers 
• Identity Practice Leads 
• Saviynt Architects and Consultants 

Delivery Methods Lab Environment 

• Self-paced only • e-Learning content only 

Prerequisites 

• This training has no prerequisites. 
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Industry Solutions on Saviynt Identity 
Cloud Training 
 
Industry Solutions on Saviynt Identity Cloud learning path is exclusively tailored for 
implementation specialists, managers, and cybersecurity leaders within the Saviynt 
partner network. This learning path will walk you through several client case studies 
showcasing how Saviynt Identity Cloud helped with Transformations in the Healthcare, 
Energy, Finance, Education, and Retail Sectors. Highlighting specific challenges in 
each of the above industries, the training covers how these were addressed for 
different clients, including Intermountain Health, British Petroleum, Navy Federal 
Union, University of Ottawa, Kraft Heinz, and more. This training is built on the latest 
version of the Saviynt Identity Cloud. 
 
Learning Path Duration Target Audience 

• 1 hour of learning content 
• 100% lecture 

 

• IAM Managers & Sr. Managers 
• Identity Practice Leads 
• Saviynt Architects and Consultants 

Delivery Methods Lab Environment 

• Self-paced only • e-Learning content only 

Prerequisites 

• This training has no prerequisites. 

 
Learning Path Objectives 
 
This learning path helps you achieve the following learning objectives: 
 

• Review Industry challenges in the Healthcare, Energy, Finance, Education, and Retail sectors. 
• Learn how Saviynt Identity Cloud helps in addressing the key challenges in the above industries. 
• Client case study on Mass General Brigham and Intermountain Health in Healthcare. 
• Client case study on Schlumberger, British Petroleum, and Origin Energy in the Energy sector. 
• Client case study on Navy Federal Credit Union and Pentagon Credit Union in the Finance sector. 
• Client case study on the University of Ottawa in the Education sector. 
• Client case study on Kraft Heinz in the Retail sector. 
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Partner with Saviynt for Predictable 
Outcomes Training 
 
Partner with Saviynt for Predictable Outcomes training is exclusively tailored for sales 
leaders, managers, and pivotal decision-makers within the Saviynt partner network. 
This learning path equips you with the essential introduction to Saviynt Identity Cloud 
Delivery methodology and how to utilize it to implement best practices, manage risks, 
build quality, promote collaboration, and establish predictability in your Saviynt 
Identity Cloud deliverables. This learning path also helps you design a successful 
Identity Program, walks you through several success packages provided by Saviynt, 
including an Expert services package, support, and training packages, and gives you 
insight into the future product roadmap. This training is built on the latest version of 
the Saviynt Identity Cloud. 
 
Learning Path Duration Target Audience 

• 2 hours of learning content 
• 50% lecture and 50% demo 

• IAM Managers & Sr. Managers 
• Identity Practice Leads 
• Saviynt Architects and Consultants  

Delivery Methods Lab Environment 

• Self-paced only • e-Learning content only 

Prerequisites 

• This training has no prerequisites. 
 

Learning Path Objectives 
 
This learning path helps you achieve the following objectives: 
 

• Understand core tenets of Saviynt Identity Cloud Delivery Methodology. 
• Learn about the Methodology Framework. 
• Learn how Saviynt is invested in your success and helps provide quick time to value. 
• Learn about Saviynt’s success packages. 
• Learn about Expert service, support, and Training packages. 
• Learn how to become part of the Saviynt Community. 
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Saviynt Partner Seller Collection 
 
Embark on a journey to mastery with "Partner Accelerator: Saviynt Value Impact" 
training, exclusively tailored for sales leaders, managers, and pivotal decision-makers 
within the Saviynt partner network. Over an immersive two-day journey, this training 
will equip you with the essential knowledge to engage, persuade, and secure 
prospects and customers with confidence and insight. You’ll gain a comprehensive 
understanding of Saviynt’s premier converged identity platform, delving into each core 
component and its strategic applications in real-world scenarios. This collection is an 
interactive roadmap to mastering Saviynt’s Identity Cloud platform, focusing on 
amplifying ROI and accelerating time-to-value across diverse industry landscapes. 
With live case studies and tailored content, you’ll craft compelling Identity Security 
narratives that resonate, leveraging the full potential of the latest version of Saviynt 
Identity Cloud. This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 16 hours of learning content 
• 50% lecture and 50% demo 

 

• Self-paced only 

Target Audience Lab Environment 

• IAM Managers & Sr. Managers 
• Identity Practice Leads 
• Saviynt Architects and Consultants 

 

• e-Learning content only 

Learning Path Objectives 
 
This learning path helps you achieve the following objectives: 
 

• Review Saviynt’s journey, product evolution, and Saviynt’s premier converged identity platform. 
• Gain essential knowledge to engage, persuade, and secure prospects and customers. 
• Understand how Saviynt helps in maximizing ROI and reducing time-to-value. 
• Review business problems Saviynt solved in many industry verticals and customer case studies. 
• Understand the principles to build a successful IGA program with Saviynt Identity Cloud. 
• Understand how Saviynt Identity Cloud methodology helps businesses personalize their experience 

to increase ROI and reduce time-to-value. 
• Learn how to craft compelling Identity Security narratives that resonate, leveraging the full potential 

of the latest version of Saviynt Identity Cloud and a BVA walkthrough. 
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Saviynt Identity Governance and 
Administration (IGA) 
 
 

 
 

Available IGA Training Courses 
 
• Saviynt IGA Fundamentals Training 
• Saviynt IGA for End Users Training 
• Saviynt IGA Level 100 Training 
• Saviynt IGA Level 200 Training 
• Saviynt IGA Marathon Training 
• Saviynt IGA for MSPs Training 
• Saviynt REST Connector Advanced Concepts Training 
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Saviynt IGA Fundamentals Training 
 
Saviynt IGA Fundamentals self-paced training introduces you to the core concepts of 
the Saviynt IGA solutions. This learning path provides a comprehensive overview of 
essential principles related to Cyber Security, Identity Access and Management, and 
Identity Governance and Administration. It outlines why Saviynt was established and 
covers its evolution, product offerings, and unique features that position it as a leading 
identity platform. This training is built on the latest version of the Saviynt Identity 
Cloud. 
 
Learning Path Duration Delivery Methods 

• 3 hours of learning content  
• 90% lecture and 10% demo  

• Self-paced 

Target Audience Lab Environment 

• Beginners, New Hires • e-Learning content only 

Prerequisites 

• This training has no prerequisites. 
 

Learning Path Objectives 
 
This learning path enables you to achieve the following objectives: 
 

• Explain the importance of Cloud Security.  
• Learn about Identity and Access Management (IAM).  
• Learn about Identity Governance and Administration (IGA).  
• Understand the significance of IGA for an organization.  
• Explain the differences between IAM, IGA, and PAM.  
• Provide an overview of Saviynt as an identity solutions provider, its core values, features, activity 

types, challenges, and its evolution.  
• Understand the significance of Saviynt.  
• Explain the features of a successful IGA.  
• Describe Saviynt’s persona-based Access Request System.  
• Describe the various types of Identity Access Rules offered by Saviynt.  
• Describe the Password Management features in Saviynt.  
• Familiarize with the concepts related to Access Reviews.  
• Learn about Saviynt’s IGA capabilities.  
• Describe the various IGA concepts and related features of Saviynt.  
• Describe the key features of Analytics and the various types of Analytics reports. 
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Saviynt IGA for End Users Training 
 
Saviynt IGA for End Users learning path provides a practical introduction to Saviynt 
Identity Cloud, focusing on how to manage access effectively in your daily role. You’ll 
gain hands-on experience with core features such as Access Requests, Access Reviews, 
and Analytics Reports. By the end of this learning path, you’ll be able to manage access 
efficiently and support your organization’s security and compliance goals. This training 
is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Target Audience 

• 2 hours and 20 minutes of learning content 
• 60% lecture and 40% demo 

 

• Application requestor and approver 
• Any end user of the product 

 

Delivery Methods Lab Environment 

• Self-paced • e-Learning content only 

Prerequisites 

• This training has no prerequisites. 
 

Learning Path Objectives 
 
This learning path enables you to achieve the following objectives:   
 

• Understand the concepts related to Saviynt’s frictionless Access Request System. 
• Describe the core components of Saviynt’s Identity Cloud and its role in identity governance. 
• Understand the use of Access Request System module to submit, modify, and track application 

and role-based access requests. 
• Evaluate and process access requests based on role, entitlement, and Segregation of Duties (SOD) 

policies. 
• Execute password reset and delegation tasks for user account management. 
• Identify and respond to SOD-related access requests and approvals. 
• Interpret and perform Access Reviews across various user roles, including User Manager, 

Entitlement Owner, Role Owner, and Application Owner. 
• Analyze analytics and runtime reports to support identity and access decisions. 
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Saviynt IGA Level 100 Training 
 
Saviynt IGA L100 training focuses on the core concepts of the Saviynt IGA solutions. 
This learning path provides a good preview of all the important IGA features and 
capabilities that Saviynt offers. After attending this training, the learners will obtain the 
knowledge and skills required to configure various features, navigate the user 
interface, understand the common use cases, and perform administrative tasks 
against your identity infrastructure. This training is built on the latest version of the 
Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 24 hours of learning content  
• 20% lecture, 20% demo, and 60% 

hands-on lab 

• Classroom (In-person) 
• Virtual Classroom (Live-Online)  
• Onsite  
• Self-Paced 

Target Audience Lab Environment 

• IDM Consultants 
• IDM Managers 

• Hands-on labs are included as part of this 
training 

Prerequisites  

• This training has no prerequisites.  

Learning Path Objectives 
 
This learning path enables you to achieve the following objectives: 
 

• Learn about Saviynt's Identity Cloud and the Saviynt Identity user interface. 
• Learn the basic IGA concepts and terminologies and how to build an identity warehouse. 
• Understand the difference between connected and disconnected applications. 
• Learn about SSO implementation, Saviynt Identity Cloud Application Onboarding and 

Management, and the SAV Roles. 
• Learn to request application access for yourself and others and set up an access request approval 

process using Workflows. 
• Understand the automation of provisioning birthright access and other access for employees 

using Technical and User Update Rules, Email Templates, and SMTP. 
• Learn about Certifications and the features and configurations of various Access Reviews. 
• Learn to identify and resolve different risks in your identity application using Attestation. 
• Learn how to create different actionable reports using Saviynt Analytics. 
• Learn about the Control Centre, SOD, various Saviynt APIs, and integrations with ServiceNow.  
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Saviynt IGA Level 200 Training 
 
Saviynt IGA Level 200 training provides you with the advanced knowledge, skills, and 
abilities to achieve competence in deploying complex identity solutions using Saviynt 
IGA. The training equips you with the IGA features, such as Advanced Access Request 
capabilities, REST connectors, Saviynt APIs, Service Account Management, Group 
Management, Advanced Intelligence, and Saviynt integration with ServiceNow. This 
training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 24 hours of learning content  
• 20% lecture, 30% demo, and 50% hands-on lab 

 

• Classroom (In-person) 
• Virtual Classroom (Live-Online) 
• Self-Paced 
• Onsite 

Target Audience Lab Environment 

• IDM Consultants/Architects/Experts 
• IDM Managers 

 

• Hands-on labs are included as 
part of this training 

Prerequisites  

• Saviynt IGA Level 100 training or equivalent knowledge and administration experience 
with Saviynt products and features. 

 
Learning Path Objectives 
 
This learning path prepares you to achieve the following objectives: 
 

• Learn about the advanced capabilities of the Access Request System. 
• Learn about the different REST connector integrations. 
• Understand how to use Saviynt APIs for different use cases. 
• Understand Service Account Management and configurations.  
• Learn about Group Management in Saviynt. 
• Onboard Active Directory and manage AD groups. 
• Understand the concepts of Duplicate Identity Management. 
• Learn about Role Mining and Role Management. 
• Set up Peer Access Analytics for recommendations. 
• Learn about the Saviynt Identity Cloud integration with ServiceNow. 
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Saviynt IGA Marathon Training 
 
Saviynt IGA Marathon training aims to enhance your knowledge and skill to use and 
implement Saviynt Identity Cloud platform. During this five-day hands-on training we 
will cover content from both IGA L100 and IGA L200 courses. This course is built on the 
latest version of the Saviynt Identity Cloud. 
 

Learning Path Duration Delivery Methods 

• 40 hours of learning content  
• 20% lecture, 20% demo, and 60% hands-on lab 

• Classroom (In-person) 
• Virtual Classroom (Live-Online) 
• Onsite 

Target Audience Lab Environment 

• Consultants 
• IDM Managers 

• Hands-on labs are included as part of 
this training 

Prerequisites 

• This training has no prerequisites. 

IGA Level 100 
 

Learning Path Objectives 
 

This learning path prepares you to achieve 
the following objectives: 
 

• Understand how Saviynt Identity Cloud can transform 
your enterprise. 

• Understand the navigation of the Saviynt Identity Cloud 
user interface. 

• Learn the basic concepts and terminologies related to IGA. 
• Learn about how to import user and application data to 

build an identity warehouse. 
• Understand the difference between connected and 

disconnected applications. 
• Understand SSO implementation. 
• Learn about Saviynt Identity Cloud Application 

Onboarding and Management. 
• Learn about the SAV Roles. 
• Learn how to request application access for yourself and 

others. 
• Understand how to set up an access request approval 

process using Workflows. 
• Understand the automation of provisioning birthright 

access and other access for employees using Technical 
and User Update Rules. 

• Learn about Email Templates and SMTP. 
• Understand about Certifications. 
• Learn about the features and configurations of various 

Access Reviews. 
• Understand how to identify and resolve different risks in 

your identity application using Attestation. 
• Learn about how to create different actionable reports 

using Saviynt Analytics. 

IGA Level 200 
 

Learning Path Objectives 
 

This learning path prepares you to achieve the 
following objectives: 
 

• Learn about the advanced capabilities of the Access Request 
System 

• Learn about the different Rest connector integrations. 
• Understand how to use Saviynt APIs for different use cases. 
• Understand Service Account Management and configurations.  
• Learn about Group Management in Saviynt. 
• Onboard Active Directory and manage AD groups. 
• Understand the concepts of Duplicate Identity Management. 
• Learn about Role Mining and Role Management. 
• Set up Peer Access Analytics for recommendations. 
• Learn about the Saviynt Identity Cloud integration with 

ServiceNow. 
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Saviynt IGA for MSPs Training 
 
Saviynt IGA for MSPs self-paced training enables Service Partners to manage and 
configure Saviynt Identity Cloud. In this learning path, you will learn about various data 
archiving options and application monitoring features available in Saviynt Identity 
Cloud for improved performance. The training covers Application Log analysis directly 
from the user interface. You will also learn how to triage issues more effectively, along 
with the best practices and troubleshooting methodologies. This training is built on 
the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 2 hours of learning content 
• 60% lecture and 40% demo 

 

• Self-paced 

Target Audience Lab Environment 

• Managed Service Partners, Customers 
and Employees 
 

• e-Learning content only 

Prerequisites 

• Saviynt IGA L100 or IGA L200 training or equivalent knowledge and administration 
experience with Saviynt products and features. 
 

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 
• Understand UI branding and Image changes from Saviynt UI. 
• Manage label changes and certificates from the Saviynt UI. 
• Manage SSO configuration from Saviynt UI. 
• Manage extensions (custom jars), drivers, and GSP modifications from the Saviynt UI. 
• Understand Job and Request History Archival. 
• Learn how to use Job Failure Notification Setup on Connection Level. 
• Learn how to Test Connection Job setup. 
• Learn about the Job Monitoring and Alerting and Assured Compliance package through Control 

Centre and Analytics, describing application logs in Saviynt—various service logs. 
• Understanding the Saviynt Object Schema and Feature-Based Authorization. 
• Learn how to use Data Analyzer to tackle data discrepancies. 
• Learn the best practices around Configurations and troubleshooting connectivity-related issues.  
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Saviynt REST Connector Advanced 
Concepts Training 
 
Saviynt REST Connector Advanced Concepts learning path prepares you to build and 
manage REST-based integrations using the REST Connector Questionnaire Wizard. 
You’ll gain hands-on experience configuring key JSONs—ConnectionJSON, 
ImportUserJSON, and ProvisioningJSON—and handling advanced scenarios like 
pagination, multi-authentication, and error management. By the end of this learning 
path, you’ll be ready to deploy secure, scalable identity integrations in enterprise 
environments. This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 8 hours of learning content 
• 20% lecture, 20% demo, and 60% hands-on lab 

 

• Self-paced 

Target Audience Lab Environment 

• IDM Consultants 
• Technical Architects 
• Saviynt Administrators 
• IT Governance & Compliance Teams 
• Developers & Technical Support Engineers  
• System Integrators 
• Partners & Implementation  
• Vendors 

 

• Hands-on labs are included as 
part of this training 

Prerequisites 

• Saviynt IGA Level 200 training or equivalent knowledge and administration experience with 
Saviynt products and features. 
 

Learning Path Objectives 
 

This learning path enables you to meet the following objectives: 

• Recognize the role of REST connectors in enabling seamless and secure integration between 
Saviynt and external systems. 

• Explore the architecture and components of REST Connectors to understand their operational flow 
and capabilities. 
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• Set up REST Connections using the built-in wizard and configure key connection fields and 
parameters. 

• Manage connection history and track integration activities for effective monitoring and 
troubleshooting. 

• Construct various JSON payloads (ConnectionJSON, ImportUserJSON, ModifyUserDataJSON, 
ProvisioningJSON, TicketJSON) to support critical identity operations. 

• Leverage advanced REST functions such as CONST, binding variables, retry mechanisms, and multi-
authentication setups for optimized integration. 

• Implement pagination strategies (Next URL, Page, Offset-based) to efficiently handle bulk data 
imports. 

• Handle special scenarios like masking sensitive data, removing special characters, and validating 
API calls using testConnectionParams. 

• Apply configuration techniques using ConfigJSON to define thresholds and manage system 
behaviors. 

• Build ticket workflows using CreateTicketJSON and TicketStatusJSON for disconnected application 
scenarios. 

• Adopt best practices to ensure secure, scalable, and maintainable REST connector configurations 
across different use cases. 
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Saviynt Intelligence 
 
 

 
 

Available Saviynt Intelligence Training Courses 
 
• Saviynt Intelligence Essentials Training 
• Saviynt Identity Security Posture Management (ISPM) Fundamentals Training 
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Saviynt Intelligence Essentials Training 
 
Saviynt Intelligence Essentials self-paced training focuses on the core capabilities 
available under the Saviynt Intelligence umbrella. In this learning path, you will 
discover how Saviynt Intelligence brings clarity, control, and confidence to your 
security strategy, transforming the way you manage identities and access. The training 
will help you unravel the under-the-hood functionality and configure various 
intelligence features. This training is built on the latest version of the Saviynt Identity 
Cloud. 
 
Learning Path Duration Target Audience 

• 2 hours and 30 minutes of learning content 
• 50% lecture and 50% demo 

 

• IDM Consultants 
• IDM Managers 

Delivery Methods Lab Environment 

• Self-paced • e-Learning content only 

Prerequisites  

• Saviynt IGA Level 100 training or equivalent knowledge and administration experience with 
Saviynt products and features. 
  

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 

• Understand the various intelligent features within Saviynt Intelligence. 
• Gain insight into the concept and application of Duplicate Identity Management. 
• Learn about Dynamic Peer Groups and their role in generating access recommendations. 
• Discover how to use Dynamic Peer Groups to generate recommendations in access requests. 
• Understand Trust Modeling, including how to set up a Trust Model. 
• Learn to generate recommendations in certifications by leveraging Dynamic Peer Groups and Trust 

Modeling. 
• Explore the concept of Role Mining and acquire the skills to create and modify mined roles within 

Saviynt. 
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Saviynt Identity Security Posture 
Management (ISPM) Fundamentals 
Training 
 
Saviynt Identity Security Posture Management (ISPM) Fundamentals training 
introduces you to Saviynt’s AI-powered, Zero Trust-driven identity observability 
platform. You will explore how ISPM centralizes visibility across identity, access, risk, 
and compliance, turning identity data into actionable insights for remediation and 
audit readiness. You will also discover how ISPM unifies signals across Saviynt modules 
to reveal hidden risks, strengthen data hygiene, and reduce organization’s attack 
surface. This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Target Audience 

• 18 minutes of learning content 
• 100% lecture 

 

• IDM Consultants/Architects/Experts 
• IDM Managers 

Delivery Methods Lab Environment 

• Self-paced • e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 

• Understand the business challenges and trends driving the need for Identity Security Posture 
Management and explain the core principles and value proposition of Saviynt ISPM. 

• Explore how ISPM centralizes visibility across identity, access, and risk domains. 
• Navigate ISPM’s AI-powered dashboards to monitor identity posture, risk indicators, compliance 

metrics, and data hygiene. 
• Utilize ISPM’s powerful natural language Copilot (Savi) to generate reports and visualizations. 
• Analyze actionable recommendations and proficiently interpret posture insights and trust scores. 
• Understand how ISPM supports Zero Trust, reduces manual effort, improves audit readiness, and 

enhances security operations. 
• Perform hands-on walkthroughs and demos of key ISPM features, including dashboards, access 

path, user timeline, low trust detection, and posture index (planned release).  
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Saviynt Privileged Access Management 
 
 
 

 
 
 
 
 

Available Saviynt PAM Training Courses 
 
• Saviynt PAM Fundamentals Training  
• Getting Started with Saviynt PAM - Quick Start Tutorials 
• Saviynt PAM Level 100 Training 
• Saviynt PAM Level 200 Training 
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Saviynt PAM Fundamentals Training 
 
Saviynt PAM Fundamentals training covers the essentials of Saviynt PAM, from core 
concepts to features and an architectural overview. You will learn about connectivity 
options, like Saviynt Connect 2.0, feature capabilities, and global configurations. You'll 
also learn to manage email templates and integrate IGA settings for effective PAM use 
cases. This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 2 hours and 30 minutes of learning 
content  

• 90% lecture and 10% demo 
 

• Self-Paced 

Target Audience Lab Environment 

• Beginners, New Hires 
 

• e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 

• Learn about PAM concepts and features. 

• Explore the architecture of Saviynt and a high-level overview of PAM Architecture. 

• Understand various connectivity options, including Saviynt Connect 2.0. 

• Discover the supported feature matrix of PAM. 

• Gain insights into Global Configurations for PAM. 

• Learn essential IGA Configurations for executing PAM use cases. 

• Understand how to create and manage Email Templates for PAM. 
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Getting Started with Saviynt PAM - Quick 
Start Tutorials 
 
Getting Started with Saviynt PAM training covers Saviynt PAM's core, from account 
visibility and AWS workload bootstrapping to managing credentialed and credential-
less access for AD and AWS. You will also master MFA for privileged access and session 
monitoring with "over-the-shoulder" and actionable controls. This training is built on 
the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 30 minutes of learning content 
• 40% lecture and 60% demo 

 

• Self-Paced 

Target Audience Lab Environment 

• Beginners, New Hires • e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path helps you learn the following: 
 

• Determine appropriate levels of account visibility for various privileged accounts.  

• Implement the bootstrapping process for AWS cloud workloads.  

• Initiate and manage requests for both credentialed and credential-less access.  

• Execute credential checkout requests and credential-less RDP session launches for Active Directory 

(AD).  

• Request and establish remote access sessions, both credentialed and credential-less, to the AWS 

Console.  

• Configure and apply Multi-Factor Authentication (MFA) for privileged access.  

• Monitor privileged sessions using "over-the-shoulder" capabilities and perform essential session 

actions. 
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Saviynt PAM Level 100 Training 
 
Saviynt PAM Level 100 training focuses on the core concepts of the Saviynt PAM 
product. This learning path provides a good preview of all the essential PAM features 
and capabilities that Saviynt offers. You will gain the essential knowledge and skills 
required to configure various features, navigate the user interface, understand 
common use cases, and perform administrative tasks related to PAM infrastructure. 
This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 24 hours of learning content 
• 30% lecture, 30% demo, and 40% 

hands-on lab 

• Classroom (In-person) 
• Virtual Classroom (Live-Online) 
• Self-Paced 
• Onsite 

Target Audience Lab Environment 

• PAM Consultants 
• PAM Implementation team 
• PAM PoC team 
• PAM Product Management team 
• PAM Support 

 

• Hands-on labs are included as part of 
this training 

Prerequisites  

• Saviynt PAM Fundamentals training or equivalent knowledge and administration 
experience with PAM products and features.  

Learning Path Objectives 
 
This learning path enables you to achieve the following objectives: 
 

• Learn about PAM concepts and features, the architecture of Saviynt, and PAM Architecture. 
• Understand various connectivity options, including Saviynt Connect 2.0. 
• Discover the supported feature matrix and gain insights into Global Configurations for PAM. 
• Understand how to create and manage Email Templates for PAM. 
• Explore PAM Methods, set up a Vault connection, prepare target workloads for PAM integration by 

understanding Master Connections, and learn how to create them for various workloads. 
• Explain the creation of various connections and how PAM is configured for all workloads, including 

the process for discovering Accounts, Workloads, and bootstrapping. 
• Learn about KPIs and Controls, Periodic Password Rotation, Password Reconciliation, MFA for 

Privileged Access configuration, and how to manage and monitor PAM sessions.  
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Saviynt PAM Level 200 Training 
 
Saviynt PAM Level 200 training is an advanced training program designed to enhance 
your expertise in Privileged Access Management (PAM). This comprehensive, three-day 
hands-on training equips participants with the advanced knowledge, skills, and 
capabilities required to deploy and manage complex solutions using Saviynt PAM. This 
training provides a deep dive into the features and functionalities essential for 
mastering Saviynt PAM such as Advanced Access Control capabilities, Privileged Role 
Elevation, JIT Customizations, PAM Onboarding, Granular Password Control, 
Onboarding Applications, Privileged Session Launches, and PAM Analytical Controls. 
This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 24 hours of learning content  
• 20% lecture, 20% demo, and 60% 

hands-on lab 

• Classroom (In-person) 
• Virtual Classroom (Live-Online)  
• Onsite  
• Self-Paced 

Target Audience Lab Environment 

• PAM Consultants/Architects/Experts 
• PAM Managers 

 

• Hands-on labs are included as part of 
this training 

Prerequisites  

• Saviynt PAM Fundamentals training or equivalent knowledge and administration 
experience with PAM products and features.  
 

Learning Path Objectives 
 
This learning path enables you to achieve the following objectives: 
 
• Learn about various PAM Functionalities and the advanced capabilities of Access Controls, JIT 

Account Name, Workflow Customizations and Privileged Role Elevation. 
• Learn how to use Saviynt APIs for different PAM use cases, Granular Password Control, and the 

Password History of Privileged Accounts.  
• Learn about Privileged Session Launches, configure and Onboard On-Premises, Azure, AD, etc. 
• Understand the Advanced PAM Controls, like Splunk Integration and Log Analysis. 
• Understand Windows Service Account Management. 
• Set up the process for the Vault Token Rotation job.  
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Saviynt Application Access Governance 
(AAG) 
 
 

 

Available AAG Training Courses 
 
• Getting Started with Saviynt AAG - Quick Start Tutorials 
• Saviynt Application Access Governance (AAG) Fundamentals Training 
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Getting Started with Saviynt AAG - Quick 
Start Tutorials 
 
Getting Started with Saviynt AAG training concisely covers Governance, Risk, and 
Compliance (GRC) through Saviynt's Application Access Governance. You'll master 
Segregation of Duties (SOD) via concept recaps, simulations, fine-grained data 
visibility, and the application of out-of-the-box rulesets for key use cases. This training 
is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 2 hours of learning content 
• 40% lecture and 60% demo 

 

• Self-Paced 

Target Audience Lab Environment 

• Beginners, New Hires • e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This course helps you achieve the following objectives: 
 

• Define and explain the core concepts of Governance, Risk, and Compliance (GRC).  
• Describe Saviynt's comprehensive solution for Application Access Governance.  
• Articulate the principles of Segregation of Duties (SOD) and its importance in risk mitigation.  
• Conduct SOD simulations within the Saviynt platform to identify and remediate conflicts.  
• Analyze and leverage Saviynt's capabilities to achieve fine-grained application data visibility.  
• Utilize Saviynt's out-of-the-box SOD rulesets across various applications.  
• Apply SOD principles to identify and resolve common use cases within an application access 

environment. 
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Saviynt Application Access Governance 
(AAG) Fundamentals Training 
 
Saviynt AAG Fundamentals training covers the features and capabilities offered by 
Saviynt’s Application Access Governance (AAG) solutions. You will gain a deep 
understanding of Governance, Risk, and Compliance (GRC), specifically focusing on 
Segregation of Duties (SOD). You will also explore simulation, leverage pre-built and 
custom cross-application rulesets, and achieve fine-grained data visibility. The training 
provides insights into Saviynt's Control Center and Emergency Access Management 
(EAM). This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 3 hours of learning content  
• 50% lecture and 50% demo 

 

• Self-paced 

Target Audience Lab Environment 

• GRC Consultants 
• GRC Managers 

 

• e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 

• Explain the concepts related to Governance, Risk, and Compliance (GRC). 
• Provide an overview of Saviynt’s solution for Application Access Governance. 
• Describe Segregation of Duties and Saviynt’s SOD solution to prevent risks and stay compliant. 
• Understand SOD Simulations in EIC. 
• Learn how Saviynt provides fine-grained data visibility. 
• Explain the various out-of-the-box SOD Rulesets offered by Saviynt and how to leverage them in the 

application.  
• Understand how Saviynt supports Cross Application Rulesets and helps to create custom Rulesets. 
• Describe Saviynt’s Control Center and Emergency Access Management. 
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Saviynt External Identity Management 
 
 
 

 
 

Available External Identity Management Training Courses 
 
• Getting Started with Saviynt External Identity Management - Quick Start Tutorials  
• Saviynt External Identity Management (EIM)Fundamentals Training 
• Saviynt External Identity Management (EIM) Level 100 Training 
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Getting Started with Saviynt EIM – Quick 
Start Tutorials 
 
Getting Started with Saviynt EIM covers the basics of External Identity Management. 
This training equips you with the skills to manage the full lifecycle of Organizations in 
Saviynt Identity Cloud — from onboarding via multiple methods, updating and 
securing them, associating users, validating data, running ownership audits, to 
offboarding in compliance with governance protocols. This training is built on the 
latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 1 hour and 30 minutes of learning 
content 

• 40% lecture and 60% demo 
 

• Self-Paced 

Target Audience Lab Environment 

• Beginners, New Hires • e-Learning content only 
 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path empowers you to achieve the following objectives: 
 

• Describe the concept and governance role of Organizations within Saviynt Identity Cloud. 
• Onboard Organizations using multiple methods: Access Requests, Bulk Upload, and Connectors. 
• Update and maintain Organizations using manual edits and Organization Update Rules. 
• Apply security controls and provision Organizations to Active Directory. 
• Associate users with Organizations through onboarding workflows and bulk upload methods. 
• Validate organizational data using the Validation Framework and run Owner Campaigns for 

accountability. 
• Audit and manage succession within Organizations using built-in compliance features. 
• Offboard Organizations in alignment with governance and compliance practices. 
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Saviynt External Identity Management 
(EIM) Fundamentals Training 
 
Saviynt External Identity Management (EIM) Fundamentals learning path covers the 
features and capabilities offered by Saviynt External Identity Management solutions. 
This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 4 hours of learning content 
• 50% lecture and 50% demo 

 

• Self-paced 

Target Audience Lab Environment 

• IDM Consultants 
• IDM Managers 

 

• e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path helps you achieve the following objectives: 
 

• Describe how Saviynt External Identity Management solution is used to manage third-party 
organizations and vendors. 

• Understand the various ways to onboard, import, upload, and manage external organizations using 
bulk upload, connectors, etc. 

• Learn about Validation Framework for organizations. 
• Learn how to update organizations using Access Request and Organization Update Rules. 
• Explain Organization Security. 
• Learn how to provision organization to Active Directory. 
• Describe the various ways to onboard users to organizations and how to setup invitation-based user 

registration by sponsors. 
• Learn about Organization Owner Campaigns to review the organization metadata and users 

associated with an organization. 
• Explain Organization Audit and Succession Management. 
• Learn how to offboard organizations. 
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Saviynt External Identity Management 
(EIM) Level 100 Training 
 
Saviynt EIM Level 100 training provides a thorough understanding of External Identity 
Management (EIM), from basic to advanced concepts. This hands-on training focuses 
on efficiently onboarding and managing your workforce. You will grasp organizational 
structures, user onboarding, delegated administration, access governance, and 
campaign management, ensuring a deeper understanding of Saviynt EIM capabilities. 
The training equips you with the knowledge and skills to implement simple and 
complex use cases, ensuring you can effectively manage third-party identities within 
organization. This training is built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 8 hours of learning content 
• 30% lecture, 30% demo, and 40% 

hands-on lab 

• Self-paced 

Target Audience Lab Environment 

• IDM Consultants 
• IDM Managers 

• Hands-on labs are included as part of 
this training 

Prerequisites  

• Saviynt IGA Level 100 training or equivalent knowledge and administration experience 
with Saviynt products and features. 

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 
• Learn how the Saviynt External Identity Management solution manages third-party organizations 

and vendors, exploring the various ways to onboard, import, upload, and manage external 
organizations using bulk upload, connectors, etc. 

• Learn about the Validation Framework for organizations and how to update organizations using 
Access Request and Organization Update Rules. 

• Explain Organization Security and how to provision the organization to Active Directory. 
• Describe the various ways to onboard users to organizations and how to setup invitation-based user 

registration by sponsors. 
• Learn about Organization Owner Campaigns to review the organization metadata and users 

associated with an organization.  
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Saviynt Application Onboarding (AOB) 
 
 

 
 

Available AOB Training Course 
 
• Saviynt Application Onboarding (AOB) Fundamentals Training 
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Saviynt Application Onboarding (AOB) 
Fundamentals Training 
 
Saviynt AOB Fundamentals training covers the fundamentals and rapid processes of 
Application Onboarding (AOB) that Saviynt offers. You'll learn to assign access, 
provision, and perform data reconciliation for new applications, including generic or 
disconnected ones. It also explores how application owners manage these newly 
onboarded resources. This training is built on the latest version of the Saviynt Identity 
Cloud. 
 
Learning Path Duration Delivery Methods 

• 3 hours of learning content 
• 50% lecture and 50% Demo 

 

• Self-paced 

Target Audience Lab Environment 

• Beginners, New Hires 
 

• e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path enables you to meet the following objectives: 
 

• Explain the fundamentals of AOB. 
• Describe how rapid application onboarding works. 
• Assign access to newly onboarded applications and perform provisioning. 
• Perform data reconciliation for newly created applications. 
• Analyze how an application owner can manage newly onboarded applications. 
• Explore the Onboarding of generic or disconnected applications. 
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What’s New with Saviynt Product 
Release 
 
 

 
 
 
Available What’s New with Saviynt Product Release Training 
 
• Saviynt New Product Release Summary Training 
• Saviynt App for ServiceNow Training 
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Saviynt New Product Release Summary 
Training 
 
Saviynt New Product Release Summary training focuses on Saviynt’s current and latest 
product developments. This learning path features concise video updates highlighting 
key features and enhancements from each release cycle, keeping you fully informed. 
This training is built on the latest version of the Saviynt Identity Cloud. 
 
Prerequisites Learning Path Modality 

• Basic understanding of the Saviynt 
Identity Cloud solutions 
 

• Self-Paced  

Target Audience Lab Environment 

• IDM Consultants 
• IDM Managers 

 

• e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path helps you achieve the following objectives: 
 

• Stay up to date on the key developments as part of the new release cycle. 
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Saviynt App for ServiceNow Training 
 
Saviynt App for ServiceNow training covers What’s New with Saviynt App for 
ServiceNow, providing you with a good preview of improvements made to the user 
interface for a seamless user experience. You will gain the knowledge and skills to use 
the various features, navigate the user interface, understand the common use cases, 
and perform business user tasks against your Identity infrastructure. This training is 
built on the latest version of the Saviynt Identity Cloud. 
 
Learning Path Duration Delivery Methods 

• 1 hour of learning content 
• 50% lecture and 50% demo  

 

• Self-paced 

Target Audience Lab Environment 

• IDM Consultants 
• IDM Managers 
• Any experienced individual (Saviynt Platform) 

 

• e-Learning content only 

Prerequisites  

• This training has no prerequisites. 
 

 

Learning Path Objectives 
 
This learning path helps you achieve the following objectives: 
 

• Understand What’s New with v2.0 Saviynt App for ServiceNow.  
• Learn about the improvements to the v2.0 Saviynt App for ServiceNow that are relevant for End 

Users. 
• Understand the improvements made to the user interface for a seamless user experience. 
• Explain the improvements related to the v2.0 Saviynt App for ServiceNow that are relevant for 

Admin Users. 
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For Certification related queries: certification@saviynt.com 
For Training related queries: training.support@saviynt.com 
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